Зиминская межрайонная  
прокуратура разъясняет!  
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Происходит это следующим образом!  
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Звонящий утверждает, что вот буквально завтра заканчивается Ваш договор на мобильную связь. Если его не продлить, вы не сможете звонить, отправлять смс и пользоваться мобильным интернетом. Номер у вас отберут и передадут другому человеку.  
  
При этом, для продления срока действия СИМ-карты мошенники просят назвать код из смс-сообщения, либо перейти по ссылке, направленной на номер вашего телефона!  
  
А теперь внимание: ![❗](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABAAAAAQCAYAAAAf8/9hAAAAl0lEQVR4AWOgFDBiE/wfYfUHSDEjCf1lXHGMBZtarIIM//69BpISSCKvQQTxBvz5/QzNgOckGvD3JZrICxIN+PWcMgN+/QFrIN8Lv3+hG/CSRBdgeOEZSQb8//WTPBcgHPCLslj4/fvXMwwv0B28kGNqAuL3QNwI4hP0AqY3/hcBKW4gLgbiepIN+Pvn/2QglQvEE/C5AAB/SjwHzvf5ZQAAAABJRU5ErkJggg==)![❗](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABAAAAAQCAYAAAAf8/9hAAAAl0lEQVR4AWOgFDBiE/wfYfUHSDEjCf1lXHGMBZtarIIM//69BpISSCKvQQTxBvz5/QzNgOckGvD3JZrICxIN+PWcMgN+/QFrIN8Lv3+hG/CSRBdgeOEZSQb8//WTPBcgHPCLslj4/fvXMwwv0B28kGNqAuL3QNwI4hP0AqY3/hcBKW4gLgbiepIN+Pvn/2QglQvEE/C5AAB/SjwHzvf5ZQAAAABJRU5ErkJggg==)![❗](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABAAAAAQCAYAAAAf8/9hAAAAl0lEQVR4AWOgFDBiE/wfYfUHSDEjCf1lXHGMBZtarIIM//69BpISSCKvQQTxBvz5/QzNgOckGvD3JZrICxIN+PWcMgN+/QFrIN8Lv3+hG/CSRBdgeOEZSQb8//WTPBcgHPCLslj4/fvXMwwv0B28kGNqAuL3QNwI4hP0AqY3/hcBKW4gLgbiepIN+Pvn/2QglQvEE/C5AAB/SjwHzvf5ZQAAAABJRU5ErkJggg==)  
Телефонный номер, равно как и СИМ-карта действуют бессрочно.  
Последняя может устареть, но ее замена – ваше право, которое реализуется только очно в точке продаж оператора.  
  
Сотовые операторы перевыпускают СИМ-карты только по просьбе потребителя, в том числе в случае физического износа, потери, необходимости другого формата. Но никогда это не связано со сроком действия.  
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Это позволит мошенникам поменять пароль от привязанного к вашему номеру мобильного банка и похитить денежные средства с принадлежащего Вам счета, либо оформить на Вас кредиты.   
  
![⛔](data:image/png;base64,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)Никогда и никому не сообщайте свои персональные данные, пароли, сведения из финансовых и личных документов. Ни в коем случае не проходите по неизвестным ссылкам